
 

 Robert G. Morse 
Associate General Counsel 

Federal Regulatory and Legal Affairs 
 

1300 I Street, NW, Suite 500 East 
Washington, DC  20005 

Phone 202.515.2444 
Fax 202.289.6781 

robert.morse@verizon.com 
 

November 26, 2018 
 
CONFIDENTIAL MATERIALS ATTACHED 
 
Ms. Marlene H. Dortch 
Secretary 
Federal Communications Commission 
445 12th Street, SW 
Washington, DC 20554 
 
Re: REQUEST FOR CONFIDENTIAL TREATMENT 

Reliability and Continuity of Communications Networks, Including Broadband 
Technologies, PS Docket No. 11-60 
Verizon Response to November 6, 2018 Letter from Lisa M. Fowlkes, Chief, Public 

Safety and Homeland Security Bureau 
 
Dear Ms. Dortch: 
 

Attached is Verizon’s response to the November 6, 2018 Letter from Lisa M. Fowlkes, 
Chief of the Public Safety and Homeland Security Bureau (the “Letter”), requesting an after-
event summary for each event in which Verizon used the voluntary Wireless Resiliency 
Cooperative Framework (the “Framework”) in 2017 and 2018. 

 
In accordance with the Letter’s instructions, Verizon hereby requests confidential 

treatment of the information designated “[BEGIN CONFIDENTIAL]” and “[END 
CONFIDENTIAL]” in the response.  (A redacted version of this response is being submitted in 
the above-referenced docket via ECFS.)  The information for which Verizon seeks 
confidentiality falls within the requirements of Section 0.459 of the Commission’s rules and 
Exemption 4 of the Freedom of Information Act (“FOIA”).  In support of this request, Verizon 
provides the following information pursuant to Sections 0.457(d)(2) and 0.459(b) of the 
Commission’s Rules. 

 
1. Extent of Nondisclosure Requested.  Verizon is requesting confidential treatment of 

the information designated “[BEGIN CONFIDENTIAL]” and “[END 
CONFIDENTIAL]” in the response.  The information in the response generally 
relates to commercial agreements between Verizon and other entities, that are subject 
to non-disclosure agreements or that Verizon does not otherwise disclose publicly.  It 
also includes information regarding Verizon’s internal policies and practices 
concerning network reliability and continuity of operations. 
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2. Proceeding/Reason for Submission.  Verizon is voluntarily submitting the enclosed 
information in response to the November 6, 2018 letter from Public Safety and 
Homeland Security Bureau Chief Lisa M. Fowlkes to William H. Johnson, Senior 
Vice President at Verizon.1  The letter requests “an after-event summary for each 
event in which Verizon used the Framework in 2017 and 2018.”  The Framework is a 
voluntary, multi-pronged approach to promote network resiliency and situational 
awareness to which Verizon and other wireless service providers have committed.2   

3. Nature of Confidential Information.  The information contains commercially sensitive 
information that may be withheld from public disclosure under FOIA Exemption 4.  
The Commission has long recognized that, for purposes of Exemption 4, “records are 
‘commercial’ as long as the submitter has a commercial interest in them.”  Robert J. 
Butler, 6 FCC Rcd 5414, 5415 (199), citing Public Citizen Health Research Group v. 
FDA, 704 F.2ed 1280, 1290 (D.C. Cir. 1983); American Airlines v. National 
Mediation Board, 588 F.2d 863, 868 (2d Cir. 1978).  The information is 
“commercial” in nature.3  It includes information relating to Verizon’s network 
performance, roaming agreements, business practices and methods, and commercially 
sensitive and confidential arrangements with other parties.  Further, the information is 
confidential in that it “would customarily not be released to the public.” 4 Courts have 
elaborated that material “is ‘confidential’ … if disclosure of the information is likely 
to have either of the following effects:  (1) to impair the government’s ability to 
obtain necessary information in the future; or (2) to cause substantial harm to the 
competitive position of the person from whom the information was obtained.”5  Both 
of these considerations apply in this instance, as further explained in point (5) below.  
The information also is related to the information provided in outage reports that the 
Commission treats as presumptively confidential in order to prevent harm to critical 
infrastructure and to encourage sharing of sensitive information with Commission 
staff.6 

                                                 
1  See https://docs.fcc.gov/public/attachments/DOC-354963A5.pdf.  
2  See Improving the Resiliency of Mobile Wireless Communications Networks; Reliability 
and Continuity of Communications Networks, Including Broadband Outages, Order, 31 FCC 
Rcd 13745 (2016) (describing Framework’s voluntary approach and terminating the underlying 
rulemaking proceeding). 
3  See Board of Trade v. Commodity Futures Trading Comm’n, 627 F.2d 392, 403 & n.78 
(D.C. Cir. 1980) (courts have given the germs “commercial” and “financial,” as used in 5 U.S.C. 
§ 552(b)(4), their ordinary meanings). 
4  Critical Mass Energy Project v. NRC, 975 F.2d 871, 873 (D.C. Cir. 1992), cert. denied, 
113 S.Ct. 1579 (1993). 
5  National Parks and Conservation Ass’n v. Morton, 498 F.2d 764, 770 (D.C. Cir. 1974) 
(footnote omitted); see also Critical Mass. 
6  47 C.F.R. § 4.2; New Part 4 of the Commission’s Rules Concerning Disruptions to 
Communications, 19 FCC Rcd 16803, 16855 and 16836-37 (2004) (“Part 4 Order”); MSNBC 
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4. Competitiveness of Market.  The commercial information provided in the response 
derives from and relates to Verizon’s provision of mobile wireless services and thus 
concerns a service “that is subject to competition.”  47 C.F.R. 0.459(b)(4); see 
Implementation of Section 6002(b) of the Omnibus Budget Reconciliation Act of 
1993; Annual Report and Analysis of Competitive Market Conditions with Respect to 
Commercial Mobile Services, 32 FCC Rcd 8968 (2017). 

5. Harm from Disclosure.  The commercial information in the response is confidential 
because its release would likely cause competitive harm to Verizon.  The redacted 
information is commercial and confidential.  The Commission has recognized that 
disclosure of such information relating to business operations, practices and methods 
and related information can cause competitive harm, and is thus competitively 
sensitive and subject to Exemption 4.7  The Commission has also recognized the 
competitive harm that results from the disclosure of outage-related information like 
this, in particular “the methods and procedures for dealing with outages.”8  And as 
with outage reports, public disclosure of this information would make 
communications providers and other stakeholders less willing to provide detailed 
information, and thus “less forthright in the information submitted to the Commission 
at a time when it is especially critical that [it] obtain full and accurate information in 
order to prevent harm to the communications infrastructure.”9  This is particularly the 
case where, as here, information is being provided relating to a voluntary program.  
Finally, disclosure of information such as this could give service providers incentives 
to not seek or provide mutual aid or roaming during disasters—which itself would 
undermine the Framework’s effectiveness.10 

6. Measures Taken to Prevent Unauthorized Disclosure.  Verizon treats the information 
subject to this request as confidential and subject to non-disclosure agreements, and 
does not publicly disclose this information.  Verizon also limits the internal 
circulation of this information to only those with a need-to-know basis. 

7. Public Availability and Previous Disclosure to Third Parties.  The information for 
which confidentiality is sought is not made available to the public.  Information 
relating to another individual service provider named in the filing has been disclosed 
to that individual service provider, but Verizon has not otherwise disclosed the 
information to other parties. 

                                                 
INTERACTIVE NEWS, LLC On Request for Inspection of Records, Memorandum Opinion and 
Order, 23 FCC Rcd 14518, ¶ 16 (2008) (“MSNBC”). 
7  See, e.g., Josh Wein, Warren Communications News, Requested for Inspection of 
Records, Memorandum Opinion and Order, 24 FCC Rcd 12347, 12352-53 (2009). 
8  See MSNBC ¶¶ 14-16. 
9  See MSNBC ¶ 15 (citing Part 4 Order, 19 FCC Rcd at 16836-37). 
10  See MSNBC ¶ 17 (noting that “FOIA Exemption 4 protects other governmental interests, 
such as compliance and program effectiveness”). 
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8. Requested Duration of Nondisclosure.  The enclosed information should never be 
released for public inspection, as it contains commercially sensitive, confidential 
information, the release of which could adversely affect Verizon’s competitive 
position. 

For the foregoing reasons, Verizon respectfully requests that the Commission withhold 
this information from public inspection.   

***** 

 Should you need additional information with regard to this request, please contact me at 
(202) 515-2444 or robert.morse@verizon.com.   
 
Sincerely, 
 

 
Attachments  
 
ec: Jeffery.Goldthorp@fcc.gov (redacted and unredacted versions) 

Renee.Roland@fcc.gov  (redacted and unredacted versions) 
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